
 
 

 

Since its launch in 2007, eM4 has protected hundreds of millions of e-mails requiring compliance-

mandated encryption.  Its popularity stems not only from its proven encryption algorithm, but how it 

elegantly solves the lack of interoperability, affordability and IT resources required with competitive 

solutions.  

 

Your users continue to send emails as they always have, the only noticeable difference is the 

reassuring message that their email was protected by eM4.  Designed to integrate with all popular 

enterprise e-mail clients, eM4 automatically encrypts messages and their attachments firewall to 

firewall.  It is simple and a great wrap of protection to your existing way of sending emails! 

 

Advantages 

• Effective for B2B / B2C communications 

• No logins or passwords  

• B2C model does not require authentication 

• Simple encryption rules 

• Three deployment options 

• B2C large attachment support 

• No user training 

• Easily scalable to thousands of users 

• Disinterested third party (D3P) auditing makes reporting available to all members and regulatory 
authorities as necessary 

• Commodity priced whereby any size organization can subscriber 

• Outlook integration (add-in buttons) 

       Features (inclusive of the Service): 

 
• E-Signing made simple 

• No setup 

• Compatible with all popular file formats 

and Image types 

• Supports up to 100MB to include 

unlimited attachments 

• E-sign event expiration configurable 

Proof of Delivery 

• Wallet authentication to ensure the 

identity of the receiver  

Proof of Readability  

• Proof that the receiver can open and 

read the attachment 


